浙江大学网络安全责任书

经由浙江大学校园计算机网络接入互联网的用户（包括VPN账号上网用户、专线用户、开设网站或信息系统的用户），必须认真阅读本网络安全责任书，并遵守责任书中的各项规定。

1. 遵守《中华人民共和国网络安全法》、《中华人民共和国数据安全法》、《中华人民共和国个人信息保护法》、《中华人民共和国计算机信息系统安全保护条例》、《中华人民共和国计算机信息网络国际联网管理暂行规定》、《中国教育和科研计算机网暂行管理办法》及国家其他相关法律、法规和行政规章制度，严格执行《浙江大学网络与信息安全管理办法》和《浙江大学网络安全监测预警和信息通报工作管理办法》。
2. 严格落实安全保密制度，不利用互联网从事危害国家安全、泄露国家秘密等违法犯罪活动，不制作、查阅、复制和传播妨碍社会治安的信息及淫秽色情等信息。
3. 严格遵守以下管理规定
	* + 1. VPN账号上网用户：落实实名制，不占用他人账号，不共享也不向他人共享账号。
			2. 专线用户：本单位设置管理员，严格管理专线接入用户，做好接入用户信息和分配IP信息登记，随时能根据IP信息对应到人，在调查安全事件时能及时准确提供相应信息。专线只用于访问互联网，不在专线范围内开设任何网站或信息系统。
			3. 开设网站或信息系统的用户：建立健全信息审核与发布登记制度，开设网站或信息系统由所属部处单位党政一把手签字、部处单位盖章确认，并向学校网络与信息安全领导小组网络安全办公室备案。做好网站或信息系统对应服务器综合日志记录，日志留存时间不少于180天。及时更新服务器操作系统补丁，Windows操作系统的服务器安装杀毒软件。收到安全预警信息要及时采取相应的应对措施。
4. 自觉遵守学校有关联网收费制度。承担开设上网账号、申请专线、租用服务器、托管服务器、域名解析等产生的一切费用并及时缴纳相关费用。相关网络服务不再需要时，及时办理注销手续。
5. 服从学校及有关网络信息安全职能部门管理，学校及有关网络信息安全职能部门进行监督检查时予以积极配合。收到网络信息安全隐患通报要及时响应，按要求进行处置反馈，必要时采取立即断网整改措施。遇网络信息安全事件主动报告学校网络与信息安全领导小组网络安全办公室。
6. 成立本单位网络安全工作组，确定网络安全联系人和网站以及信息系统的安全管理员并向学校网络与信息安全领导小组网络安全办公室报备，小组人员变动时及时重新报备。
7. 违反本责任书规定的，将在校内进行通报；同时触犯其他法律、法规的，将接受处罚直至承担法律责任。

我单位已全部阅读并全部接受上述条款，请准予开通服务。

申请单位（处级）：（章）

负责人（签字）：

日期： 年 月 日